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DOMAIN NAME REGISTRATION
RESERVATION THROUGH THE USE OF
ENCODING DOMAIN NAMES

RELATED APPLICATION

[0001] This application is related to application Ser. No.
_/___, _ entitled “Domain Name Registration Reserva-
tion Through the Use of Encoding Domain Names for
Pools”, filed concurrently herewith.

FIELD

[0002] This disclosure relates generally to registering
internet domain names.

BACKGROUND

[0003] The domain name system (“DNS”) is a hierarchical
distributed naming system for resources provided by com-
puter servers that are connected to the internet. It associates
domain names to numeric internet protocol (“IP”) addresses
of internet resources, including resources managed by web
hosting providers, which provide the web server computers
that serve the web pages associated with domain names. The
DNS thus allows computers and humans to access net-
worked resources, including web pages, using names.
[0004] The DNS uses “resource records”, which are per-
sistently stored, formatted data structures that include infor-
mation relevant to performing DNS tasks. For example, IP
addresses are specified by DNS “A” or “AAAA” resource
records, which include both a domain name and the asso-
ciated IP address for the computer server that hosts the
domain, i.e., the web hosting provider.

[0005] A DNS “registry” is an authoritative, master data-
base of all domain names registered in a top-level domain or
other domain in which domain names can be registered. A
registry includes many hardware computer servers operably
coupled to the internet. A registry keeps the master database
and also generates a “zone file” comprising DNS resource
records for the top-level domain, which allows computers to
look up DNS records in the top-level domain from anywhere
in the world. Internet users generally interact with the
registry via intermediaries. For ease of discussion, a registry
is identified with its hardware computer servers unless
otherwise specified or clear from context.

SUMMARY

[0006] According to various embodiments, a method of
facilitating registration of an internet domain name with the
domain name system (DNS) is presented. The method
includes receiving a request to register an encoding domain
name with the DNS, the encoding domain name comprising
an indication of a temporal event and of a target domain
name; registering the encoding domain name to a registrant,
wherein the registering the encoding domain name confers
to the registrant a right to register the target domain name
upon specified conditions, wherein the specified conditions
comprise an occurrence of the temporal event; receiving a
request initiated by the registrant to register the target
domain name; and registering the target domain name to the
registrant after satisfaction of the specified conditions.

[0007] Various optional features of the above embodi-
ments include the following. The temporal event may
include an expiration of a prior registration of the target
domain name. The specified conditions may include a prior
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registrant of the target domain name agreeing to relinquish
registration of the target domain name. At least one user
distinct from the registrant may have a right to register the
target domain name with a higher priority than a priority of
the registrant’s right to register the target domain name; and
the specified conditions may include the at least one user not
exercising the at least one user’s right to register the domain
name. The indication may include a reference to a database
entry, wherein the database entry comprises the target
domain name and an identification of the temporal event.
The indication may include a cryptographic hash of data
comprising the target domain name and an identification of
the temporal event. The data may further include a random
number. The indication may include a tokenization of at
least one of: the target domain name or an identification of
the temporal event. The specified conditions may include a
passing of the temporal event. The specified conditions may
include not passing the temporal event.

[0008] According to various embodiments, a system for
facilitating registration of an internet domain name with the
domain name system (DNS) is presented. The system
includes a first network interface configured to receive a
request to register an encoding domain name with the DNS,
the encoding domain name comprising an indication of a
temporal event and of a target domain name; at least one
electronic processor configured to register the encoding
domain name to a registrant, wherein registering the encod-
ing domain name confers to the registrant a right to register
the target domain name upon specified conditions, wherein
the specified conditions comprise an occurrence of the
temporal event; a second network interface configured to
receive a request initiated by the registrant to register the
target domain name; and at least one electronic processor
configured to register the target domain name to the regis-
trant after satisfaction of the specified conditions.

[0009] Various optional features of the above embodi-
ments include the following. The temporal event may
include an expiration of a prior registration of the target
domain name. The specified conditions may include a prior
registrant of the target domain name agreeing to relinquish
registration of the target domain name. At least one user
distinct from the registrant may have a right to register the
target domain name with a higher priority than a priority of
the registrant’s right to register the target domain name; and
the specified conditions may include the at least one user not
exercising the at least one user’s right to register the domain
name. The indication may include a reference to a database
entry, wherein the database entry comprises the target
domain name and an identification of the temporal event.
The indication may include a cryptographic hash of data
comprising the target domain name and an identification of
the temporal event. The data may further include a random
number. The indication may include a tokenization of at
least one of: the target domain name or an identification of
the temporal event. The specified conditions may include a
passing of the temporal event. The specified conditions may
include not passing the temporal event.

BRIEF DESCRIPTION OF THE DRAWINGS

[0010] Various features of the embodiments can be more
fully appreciated, as the same become better understood
with reference to the following detailed description of the
embodiments when considered in connection with the
accompanying figures, in which:
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[0011] FIG. 1 is a schematic diagram illustrating a portion
of the domain name system (“DNS”) according to some
embodiments;

[0012] FIG. 2 is a flowchart of a method for reserving
registration of a domain name according to some embodi-
ments;

[0013] FIG. 3 is a flowchart of a method for registering a
target domain name through the use of a corresponding
encoding domain name; and

[0014] FIG. 4 is a schematic diagram of a system accord-
ing to some embodiments.

DESCRIPTION OF THE EMBODIMENTS

[0015] Reference will now be made in detail to example
implementations, illustrated in the accompanying drawings.
Wherever possible, the same reference numbers will be used
throughout the drawings to refer to the same or like parts. In
the following description, reference is made to the accom-
panying drawings that form a part thereof, and in which is
shown by way of illustration specific exemplary embodi-
ments in which the invention may be practiced. These
embodiments are described in sufficient detail to enable
those skilled in the art to practice the invention and it is to
be understood that other embodiments may be utilized and
that changes may be made without departing from the scope
of the invention. The following description is, therefore,
merely exemplary.

[0016] According to some embodiments, an internet user
can reserve a domain name for later registration under
certain conditions as explained herein. For example, some
embodiments permit an internet user to reserve registration
of a specific domain name that is already registered to
another, once that domain name becomes available. Such a
domain name may become available by way of the existing
registration’s expiration or by way of an existing registrant
relinquishing his or her registration, for example. “Reser-
vation” is thus understood as obtaining and/or indicating a
right or intent to register a domain name via a subsequent
transaction. Further, some embodiments allow an internet
user to reserve a priority for selecting and registering a
domain name from among a “pool” of domain names. Yet
further, some embodiments affect domain name reservations
by way of an “encoding domain name”. In some such
embodiments, registering an encoding domain name confers
a right to register a “target domain name” that is recited in,
or referenced by, the encoding domain name. In other such
embodiments, registering an encoding domain name confers
a right to select with a known priority, and register, a domain
name from a pool of domain names that is indicated by the
encoding domain name. Thus, an internet user can reserve
registration of a target domain name by registering a corre-
sponding encoding domain name, and subsequently execut-
ing the rights conferred thereby.

[0017] Note that a user may transfer the user’s registration
reservation of a target domain name to another user by
transferring registration of the encoding domain name fol-
lowing established methods for domain name management.
Such transfers of encoding domain names can provide a
convenient way for domain name registrants to manage
present and future rights to domain names. Further, such
transfers are more efficient than existing direct domain name
reservation transfers, which may require special-purpose
transactions with the registry and/or between users. These
and other embodiments are disclosed in detail herein.
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[0018] FIG. 1is a schematic diagram illustrating a portion
of the domain name system (“DNS”) according to some
embodiments. As depicted in FIG. 1, a domain name (e.g.,
www.example.com) can be registered to an internet user
known as a “registrant” 102 by a company known as a
“registrar” 110. In general, registrars compete with one
another to register domain names for registrants. An internet
user interacts with a registrar 110 through the internet 104 to
obtain a domain name, thereby becoming a registrant 102 for
the domain. The registrar 110 asks the registrant 102 to
provide various contact and technical information for the
registration. The registrar 110 then keeps a record of the
contact information and submits the technical information to
the DNS registry (not shown).

[0019] When any internet user (not shown) attempts to
navigate his or her browser to the registered domain through
internet 104, the browser contacts a DNS server 106, which
provides an IP address for the domain name host 108 of the
registered domain by looking up an appropriate DNS
resource record for the domain name. The internet user’s
browser then navigates to the domain name host 108 using
its IP address to retrieve the resource of the domain name,
e.g., content.

[0020] For ease of discussion, a registrar is identified with
its hardware computer servers unless otherwise specified or
clear from context. Further, an internet user has a hardware
client computer. For ease of discussion, a registrant (e.g.,
registrant 102) is identified with his or her hardware client
computer unless otherwise specified or clear form context.
[0021] FIG. 2 is a flowchart of a method 200 for reserving
registration of a domain name according to some embodi-
ments. In particular, FIG. 2 schematically depicts a method
200 for registering an encoding domain name. As presented
herein, registering an encoding domain name reserves a
target domain name (which may be selected subsequent to
the registration of the encoding domain name) by conferring
to the registrant a right to register the target domain name at
a later time. Method 200 may be implemented on a network-
connected server computer, such as at a registry or registrar
(e.g., registrar 110 of FIG. 1).

[0022] Encoding domain names can indicate relevant
information about a corresponding target domain name (or
pool of domain names from which a registrant may select a
target domain name) and/or other information. As used
herein, the term “indicate” means to include or to include
one or more references to. With that understanding, encod-
ing domain names can include, or include one or more
references to, relevant information about a corresponding
target domain name, or pool of domain names.

[0023] According to some embodiments, the encoding
domain name indicates the domain name reservation rights
that its registration confers. For example, an encoding
domain name may indicate the letters “dn” to establish that
registration of the encoding domain name reserves, for the
registrant, a single pre-selected indicated target domain
name for registration. That is, such encoding domain names
confer a right to register a target domain name, which is
selected prior to registering the encoding domain name. An
ending domain name may indicate the letters “pl” to estab-
lish that registration of the encoding domain name reserves,
for the registrant, the selection and registration of a single
target domain name in a pool of indicated domain names.
That is, such encoding domain names confer a right to
register a target domain name, which the registrant selects
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from a pool of domain names subsequent to the registration
of the encoding domain name. Note that the specific letters
used are exemplary; other letters or symbols may be used to
indicate rights conferred by registering an encoding domain
name.

[0024] According to some embodiments, for encoding
domain names which registration reserves a single pre-
selected target domain name, the encoding domain name
may further indicate the target domain name itself. Thus, the
encoding domain name may indicate both “cn” and
“example.com”, for example, to indicate that the encoding
domain name confers a right to register example.com, which
is already registered to another user, on an indicated date.
The user to which example.com is already registered may
agree to relinquish his or her registration on the indicated
date. As another example, an encoding domain name may
indicate both “dn” (described above) and “example.com”,
for example, to indicate that the encoding domain name
confers a right to register example.com, which is already
registered to another user, upon expiration of the existing
registration. Note that, in general, domain names that
become available for registration because their existing
registration has expired are said to be “deleted” by a
corresponding registrar during a deletion event. Thus, reg-
istration of this example encoding domain name confers a
right to register example.com upon its deletion.

[0025] According to some embodiments, for encoding
domain names which registration reserves, for the registrant,
the right to select and register a single target domain name
from among a pool of domain names, the encoding domain
name may further indicate the pool of domain names. Such
apool may be, e.g., all domain names which registrations are
to be deleted on a certain day at a certain time. The
indication of the pool may be of the date, possibly together
with a time, upon which the deletion event is to occur. Thus,
an encoding domain name may indicate both “pl” and
“20170326” to express that registration of the encoding
domain name confers a right to select and register a domain
name that is to be deleted on Mar. 26, 2017. Other pools are
possible. For example, registries sometimes make new top-
level domains available, providing for a large number of
possible domains for registration. Some embodiments per-
mit encoding domain names to reserve a right to select and
register a domain name from a pool of domain names within
one or more new top-level domains once they are available
for registration, e.g., in a “launch” phase. Such embodiments
may indicate the pool in the corresponding encoding domain
name, e.g., by indicating the new top-level domain. Thus, an
encoding domain name may indicate both “ntld” and
“20170327” to express that registration of the encoding
domain name confers a right to select and register a new
domain name within the new top-level domain “ntld” on
Mar. 27, 2017. Note that the term “ntld” as used herein is
meant to be any new top-level domain. Pools may also be
defined for existing top-level domains, e.g., when domain
names previously “reserved,” i.e., held back, by a registry
are made available for broader registration. Yet other pools
are possible, not limited to the examples set forth herein.
According to some embodiments, essentially any definable
plurality of domain names may be considered a “pool”.

[0026] For encoding domain names that confer a right to
select and register a domain name from among a pool of
domain names, the encoding domain name may indicate a
priority of such right. Here, “priority” expresses an order.
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Thus, an encoding domain name may indicate a first priority,
or a second priority, or a third priority, etc. When the pool
of domain names becomes available for registration, the
registrant of the encoding domain name that indicates a first
priority gets the first selection of a target domain name for
registration from among the pool of domain names. The
registrant of the encoding domain name that indicates a
second priority gets the second selection of a target domain
name for registration from among the pool of domain names,
and the registrant of the encoding domain name that indi-
cates a third priority gets the third selection. And so on.
Users with lower priority may wait until users with higher
priority have selected from the pool or pass on the oppor-
tunity to do so.

[0027] Note that, instead of an encoding domain name
indicating a domain name itself, either by explicitly includ-
ing the domain name string or by including a reference
thereto, in some embodiments, the encoding domain name
instead indicates an extensible provisioning protocol
(“EPP”) registration identification in place of a domain
name indication. In general, EPP may be used to register
domain names. Upon registering a domain name using EPP,
a unique receipt identification is provided according to the
protocol. Some embodiments utilize this EPP-provided
identification of a target domain name in the encoding
domain name, instead of the target domain name itself.
Similarly, some embodiments utilize EPP-provided identi-
fication of a pool of domain names from which a target
domain name may be selected.

[0028] According to some embodiments, an encoding
domain name can indicate one or more temporal events, e.g.,
by way of time and date information. Alternately, or in
addition, an encoding domain name can indicate a temporal
event by way of a description or code, e.g., an indication of
a daily domain name deletion event. Indicated temporal
events may be any of several kinds. The indicated temporal
event may be a time and date by which the encoding domain
name must be exercised, that is, redeemed for a correspond-
ing target domain name registration. Such a temporal event
may be characterized as an expiration of the encoding
domain name. The indicated temporal event may be a time
and date after which the encoding domain name may be
exercised, but not before. The indicated temporal event may
be a date, or timespan, during which the encoding domain
name may be exercised, but not outside of the date or
timespan. Examples of temporal events include deletion
events and registrant registration relinquishment, as set forth
above, among other places herein.

[0029] Yet other information may be indicated in an
encoding domain name. Examples of such information
follow. An encoding domain name may indicate a price for
exercising the encoding domain name, i.e., registering the
corresponding target domain name. Such a price may be on
top of a standard domain name registration price, for
example. Such a price may be instituted for embodiments
that permit selection of a domain from a pool for registra-
tion. An encoding domain name for a pool of domain names
may indicate a selection priority, as described above. Other
examples may be indicated in an encoding domain name, not
limited to the explicit examples provided herein.

[0030] The information indicated by an encoding domain
name may be indicated in any of several ways. According to
some embodiments, the information is literally included in
the encoding domain name itself. Such information may
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appear in designated fields. For example, an encoding
domain name that reserves a right to register example.com
upon its deletion on Mar. 28, 2017 may be written as, for
example, “dn--example-20170328.com”. (The inclusion of a
double dash “--” in the third and fourth positions is an
exemplary way of distinguishing an encoding domain name
syntactically from an ordinary domain name.) An encoding
domain name that reserves a right to register example.com
on Mar. 29, 2017 even though another user has a current
registration of that domain may be written as, for example,
“cn--example.com-20170329.com”. An encoding domain
name that reserves a first-priority right to select and register
any domain name deleted on Mar. 26, 2017 may be written
as, for example, “dp--20170326-1.com”. An encoding
domain name that reserves a second-priority right to select
and register a new top-level domain dot ntld once such
domains are released for registration may be written as, for
example, “dp--ntld-02.com”. Note that, because in this latter
case ntld domains are not registerable at the time that a user
would register an encoding domain name, the encoding
domain name may have a different top-level domain from
the pool of domain names. This is in contrast to the other
types of encoding domain names, which may share the same
top-level domain as their corresponding target domain name
or pool of domain names, or have a dedicated top-level
domain for all encoding domain names (e.g., dot verisign).
Note further that the format of these example encoding
domain names is not limited to the formats disclosed herein.
[0031] According to some embodiments, encoding
domain names include references to their respective indi-
cated information instead of literally including it. In such
embodiments, the encoding domain names may include
database keys, for example. The database may be electroni-
cally stored, e.g., at a registrar or registry. Each database key
may refer to a row in the stored database that includes the
indicated information. This technique for indicating infor-
mation by references within encoding domain names may
store, in the respective database row, the same information
that would be literally included in an encoding domain name
in embodiments that literally include the information in the
encoding domain names.

[0032] According to some embodiments, encoding
domain names indicate their respective information by lit-
erally including the results of applying a cryptographic hash
(e.g., one-way function) to the information itself. The appli-
cation of a hash function can be designated by the characters
“ch” for example, yielding “ch--
9a4203199188d455777b9b3ed1536110225bal77503d6ee3 f
6b9008daff4d944.com” as an example encoding domain
name, where
“0a4203199188d455777b9b3ed1536110225bal 77503d6ee3
f6b9008daff4d944” is a hash of “dn--example-20170328.
com” provided by the known SHA-256 cryptographic hash
algorithm, represented in hexadecimal. This technique hides
the information from other users due to the one-way nature
of cryptographic hash functions. Relying parties can test
whether encoding domain names with specific indicated
information exist by checking for corresponding registra-
tions. However, relying parties cannot directly learn the
indicated information from the encoding domain name
itself, except by brute-force trial-and-error hashing.

[0033] According to some embodiments, encoding
domain names indicate their respective information by lit-
erally including the results of applying a cryptographic hash
(e.g., one-way function) to the information itself, as
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described above, combined with a random number. That is,
such embodiments may concatenate the information with a
random number and hash the resulting string. In such
embodiments, because of the presence of the random num-
ber, relying parties cannot test whether encoding domain
names with specific contract terms exist by checking a
registration status. Neither can relying parties learn of the
indicated information from the encoding domain name
itself. However, the random number may be “decommitted”
during transactions to confirm the association of the indi-
cated information with the encoding domain name, but such
information would not necessarily be made public.

[0034] According to yet further embodiments, encoding
domain names indicate their respective information in
tokenized form. Here, a “token” for data means the results
of applying an tokenizing function together with a secret
key, where the tokenizing function may be an encryption
function or a pseudorandom function, to the data. The
tokenizing function may be reversible or irreversible. The
application of a tokenizing function and key may be
expressed symbolically as TOKEN=F (DATA), where
“TOKEN™ is the token that results from applying the token-
izing function “F” with secret key “K” to data “DATA”. The
usage of tokens may be expressed by the inclusion of the
letters “ct” for example. Thus, according to such embodi-
ments, “ct--
7a04d0eca940180036e61426d14d803e54284deaaac64959.
com” is an example encoding domain name resulting from
applying a tokenizing function and secret key to the string
“dn--example-20170328.com”. In these embodiments, the
tokenizing function may be implemented by a trusted online
service, and may have access controls. Relying parties can
search for encoding domain names with specific elements
using a tokenized search queries, for example. Relying
parties can also learn the indicated information from the
encoding domain name by untokenizing the tokenized data,
if the tokenizing function is reversible.

[0035] The various disclosed techniques by which encod-
ing domain names may indicate their information may be
combined. For example, some data may be literally included
in the encoding domain name for convenience (e.g., initial
characters or all of the target domain name, priority, price),
while other data may be represented by reference, hashed,
hashed with a random number, or tokenized. Hashing and
hashing with a random number could also be combined with
tokenization, e.g., a hash of data and/or random number may
be input to a tokenization function. Such combinations may
balance privacy and disclosure with respect to certain appli-
cations.

[0036] Thus, various encoding domain names, the rights
they confer, and their encodings have been presented. With
this material understood, its usage with respect to the flow
diagrams of FIGS. 2 and 3 is set forth presently.

[0037] At block 202 of FIG. 2, method 200 receives a
request to register an encoding domain name. The system
may receive the request at a website provided by a registrar
or registry, for example. The request may be received
through a user interface present on a website. The request
may be issued using EPP or HTTP, for example. Other
expedients for receiving the request to register the encoding
domain name are also contemplated.

[0038] There are two primary ways of receiving the
request of block 202. The first way is for a registrant of the
encoding domain name to specify the rights that he or she
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wants the encoding domain name to confer, and the system
forms a corresponding encoding domain name for registra-
tion. In such embodiments, a graphical user interface may
include a field for entering a target domain name, if appli-
cable, and radio buttons, for example, for choosing the type
of associated rights. The graphical user interface may also
include a field to enter, or buttons to select, a temporal event,
such as a deletion event. The graphical user interface may
include a field to enter, or buttons to select, an identification
of'a pool of domain names. The graphical user interface may
include a field to enter, or buttons to select, a new top level
domain. The graphical user interface may include a field to
enter, or buttons to select, a priority, e.g., as a numeral. The
graphical user interface may include or be linked to an
interface for accepting payment from the user. (Note that a
graphical user interface is exemplary; other user interfaces,
e.g., voice interfaces, may also be employed.) Once the user
specifies the rights that he or she intends for the encoding
domain name to confer, the system formulates a correspond-
ing encoding domain name, which registration confers the
requested rights. The system may automatically encode the
encoding domain name consistent with system configura-
tions for literal information inclusion, inclusion by reference
to a database key, inclusion of hashed data, inclusion of
hashed data with a random number, or inclusion of tokenized
data, as presented herein above. Thus, for embodiments that
encode encoding domain names by inclusion of a reference
such as a database key, the system may formulate the
appropriate data, store it in a database, and provide an
encoding domain name that includes a corresponding refer-
ence. For embodiments that encode encoding domain names
by inclusion of hashed or tokenized data, the system may
formulate the appropriate data and provide an encoding
domain name that includes a hash or tokenization of the
data, respectively. For embodiments that encode encoding
domain names by inclusion of the data hashed together with
a random number, the system may formulate the appropriate
data and provide an encoding domain name that includes the
results of the data being concatenated with a random number
and then hashed. The system may include a random number
generator for supplying the random number. The system
may also provide the random number to the user for refer-
ence in later transactions. The system may present the
domain name to the user by causing it to be displayed, for
example.

[0039] The second primary way that the system may
receive a request to register an encoding domain name is for
the user him- or herself to formulate the encoding domain
name and provide it to the system. The user may consult
system-provided online guidance documents, with informa-
tion similar to that disclosed herein, for assistance in deter-
mining the correct encoding domain name for the user’s
desired rights. For systems that encode encoding domain
names by literal information inclusion, the user may formu-
late a final version of an encoding domain name and provide
it to the system. For systems that encode encoding domain
names by inclusion of a reference such as a database key, the
system may accept the user’s data and provide a correspond-
ing reference for inclusion in an encoding domain name for
registration. For systems that encode encoding domain
names by inclusion of hashed or tokenized data, the system
may accept the user’s data and provide a hash or tokenized
output, respectively, for inclusion in an encoding domain
name for registration. For systems that encode encoding
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domain names by inclusion of hashed data that includes a
random number, the system may accept the user’s data and
provide an output of a hash of the data concatenated with a
random number, which may be generated or provided by the
user by the system, for inclusion in an encoding domain
name for registration.

[0040] At block 204, method 200 registers the encoding
domain name for which a registration request was received
at block 202. For embodiments that are operated by a
registry, the registry itself may perform the registration. For
embodiments that are operated by a registrar, the registrar
may register the domain name with an appropriate registry
consistent with the normal operation of the registrar.

[0041] Atblock 206, method 200 forms and electronically
stores a record of the data encoded in the encoding domain
name. Note that such a record may be separate from any
DNS record(s) of the encoding domain name itself kept by
the registry and DNS for the encoding domain name’s
registration. This separate record is particularly useful in
systems that implement encoding by the inclusion of a
reference, by the inclusion of hashed data, by the inclusion
of data hashed together with a random number, or by the
inclusion of tokenized data, because the data is obscured in
the encoding domain names in such embodiments such that
the conferred rights cannot readily be determined by inspect-
ing the encoding domain name. Moreover, these separate
records may be searched to obtain all encoding domain
names that affect the registration of a particular target
domain name or pool of domain names, i.e., all encoding
domain names that provide a registration right for a particu-
lar target domain name or pool of domain names. Thus,
relying parties can look up encoded data for a given encod-
ing domain name, and search for encoded domain names
with certain elements, e.g., to answer questions such as:
What are the terms for <particular encoding_domain_
name>? What deletion pool encoding domain names have
been registered for <particular target_domain_name>? What
deletion pool encoding domain names have been registered
for <particular_date>? To accomplish this, the information
may be stored in a database, with each row representing a
different encoding domain name. A database column may
store an identification of a target domain name for efficient
searching (discussed below in reference to block 304 of FIG.
3). Other database columns may be designated for, e.g.,
target domain name, expiration date, execution date, pool
identification, etc. A user may thus search for an encoding
domain name in the separate database, and then search the
registry for the encoding domain name’s registration in
order to determine whether anyone has reserved a particular
right. According to some embodiments, it is not necessary,
and may not be desirable, for the database to include
complete records for every encoding domain name and/or
target domain name. In particular, some transactional infor-
mation may be kept private, for example in the case involv-
ing hashed data with a random number, where the target
domain name may not be revealed by a user until the random
number is “decommitted.”

[0042] FIG. 3 is a flowchart of a method 300 for register-
ing a target domain name through the use of a corresponding
encoding domain name. Method 300 may be implemented
using the same hardware as method 200. Alternately, method
200 and 300 may be implemented using different hardware.
Method 300 may be practiced by a registry or registrar, for
example.



US 2018/0302366 Al

[0043] At block 302, method 300 receives a request to
register a target domain name. Embodiments may supply
graphical user interfaces for receiving the request. The
request may be sent using EPP or HTTP, for example. Other
expedients for receiving the request to register the encoding
domain name are also contemplated. The request may be in
any of several forms. For example, the request may be a
standard request to a registrar to register a specific target
domain name. The request may be a special request to
register a target domain name that is selected from a pool of
domain names. In such instances, the request may provide
an ordered list of domain name selections from the pool. In
such cases, if the user’s initial selection(s) is/are taken by the
time the user’s priority for selection from the pool is
available, the registration may proceed for a selection lower
of the user’s selection list. That is, a user that has a right to
select from a pool of domain names may have a lower
priority than other users, such that the user’s first selection
may be taken by the time the user gets to select from the
pool. In such cases, the user’s ordered list of domain names
may be used to provide one or more backup selections.

[0044] According to some embodiments, the request may
be made using an interface that is specifically adapted to
register domain names that have been reserved through the
registration of an encoding domain name. In such instances,
the interface may include a field into which the user may
enter the encoding domain name for the system to retrieve
corresponding information for use in subsequent process
steps. The system may decode the encoding domain name to
retrieve a target domain name that the user intends to
register, or to retrieve the identity of a pool of domain names
from which the user may select a target domain name for
registration. In the latter case, the user may also provide a
target domain name, or ordered list of domain names indi-
cating the user’s first selection and subsequent backup
selections.

[0045] At block 304, method 300 obtains a respective
encoding domain name. As described above in reference to
block 302, the actions of this block may be merged with the
actions of block 302 according to some embodiments. That
is, according to some embodiments, the user provides both
a target domain name (or an identification of a pool of
domain names) and a corresponding encoding domain name
at block 302. Such embodiments are particularly suited for
encoding domain names that identify a pool of domain
names from which the user selects a target domain name.
According to other embodiments, method 300 itself obtains
an encoding domain name that corresponds to the user-
supplied target domain name (or ordered list of domain
names) of block 302. Method 300 may accomplish this by
searching the repository of data from encoding domain
names that is stored separately from the DNS resource
record data per block 206 of FIG. 2. The searching may
match a target domain name with an encoding domain name
by searching for the target domain name string within a
particular row or field of the stored encoding domain name
data. Alternately, or in addition, the system may automati-
cally retrieve all encoding domain names that affect the
registration of the target domain name, e.g., including
encoding domain names for pools that include the user-
provided target domain name of list or names. According to
some embodiments, method 300 searches DNS resource
record data to obtain an encoding domain name that corre-
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sponds to the target domain name instead of, or in addition
to, searching the separate store of encoding domain name
data.

[0046] At block 306, method 300 decodes information
from the encoding domain name obtained at block 304. The
decoding may include parsing the encoding domain name to
determine the information in designated fields. The decod-
ing may include determining the rights conferred by the
registration of the encoding domain name. The decoding
may include determining a target domain name or pool of
domain names affected by the encoding domain name. Other
information may be extracted from the encoding domain
name per block 306. Decoding may also involve re-encod-
ing certain data to confirm that the encoding domain name
is associated with a target domain name and/or pool accord-
ing to the various embodiments, e.g., reapplying a crypto-
graphic hash function, optionally with a random number, or
reapplying a tokenizing function.

[0047] At block 308, method 300 determines whether the
conditions for registering the target domain name are satis-
fied. There may be multiple conditions that must be satisfied
before registration can proceed. In general, the conditions
may be of four different types: reservation conditions, timing
conditions, availability conditions, and membership condi-
tions.

[0048] Reservation conditions concerns whether the
encoding domain name of block 304 properly reserves a
right to register the target domain name of block 302.
Reservation conditions may be verified by comparing the
results of the decoding of block 306 to the target domain
name received at block 302. If the decoding domain name
properly identifies the target domain name and an associated
right to register it, then the reservation conditions are
satisfied. Otherwise, the reservation conditions may not be
satisfied. Note that the encoding domain name may encode
the identity of a pool of domain names. In such instances, the
reservation conditions are satisfied if the target domain name
of block 302 is among the identified pool of domain names.
[0049] Timing conditions concern whether the request to
register the target domain name complies with the temporal
event information indicated by the encoding domain name.
For encoding domain names that encode a right to register
a domain name that is currently registered to another user,
the timing conditions may include that the request be
received prior to an agreed-upon relinquishment date and
time. For encoding domain names that encode a right to
register a domain name upon its deletion, or for encoding
domain names that encode a right to select and register a
domain name from a pool of deleted domain names, the
timing conditions may include that the request of block 302
be received during a “pending delete” period set by the
registry. Similarly, for encoding domain names that encode
a right to select and register a target new top-level domain
name, the timing conditions may include that the request of
block 302 be received during a predefined time period prior
to the release date.

[0050] Availability conditions concern whether the encod-
ing domain name is properly available. Thus, availability
conditions may include verifying that a current registrant of
a target domain name has agreed to relinquish registration,
and that the current registrant has actually relinquished
registration. A particular category of availability conditions
concern whether other aspiring registrants of the target
domain with higher priorities have chosen to register the
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target domain name. If another user with a higher priority to
register the target domain name chooses to exercise his or
her reservation of the target domain name by way of a
respective encoding domain name, then the respective avail-
ability condition is not satisfied; otherwise it is. Thus,
availability conditions include ensuring that priority of
selection is properly handled.

[0051] Membership conditions are related to encoding
domain names that encode a right to select a target domain
name from a pool. Membership conditions concern whether
the target domain name is both present in the pool indicated
by the encoding domain name and available to be registered.
Note that such membership conditions are typically satisfied
prior to the satisfaction of the availability conditions that
concern whether another user with a higher priority already
requested registration of the target domain name. In other
words, membership conditions are distinct from availability
conditions that concern priority.

[0052] If all the necessary conditions of block 308 are
satisfied, then control may pass to block 310. Otherwise,
control may pass to block 312.

[0053] At block 310, if at least one condition of block 308
is not satisfied, then the user is informed that the registration
failed. The user may be informed by a display on a website
that hosts the user interface used to request registration at
block 302, for example. Other informing techniques may be
used in addition or in the alternative, such as email.

[0054] At block 312, if the conditions of block 308 are
satisfied, then the target domain name is registered to the
requesting user. The registration may proceed according to
normal registration techniques, with an appropriate registry
recording master resource records reflecting the successful
registration.

[0055] FIG. 4 is a schematic diagram of a system accord-
ing to some embodiments. The system may be based around
an electronic hardware internet server computer 406, which
may be communicatively coupled to the internet 404. Server
computer 406 includes network interface 408 to affect the
communicative coupling to the internet 404. Network inter-
face 408 may include a physical network interface, such as
a network adapter. Server computer 408 may be a special-
purpose computer, adapted for reliability and high-band-
width communications. Thus, server computer 408 may be
embodied in a cluster of individual hardware server com-
puters, for example. Alternately, or in addition, server com-
puter 408 may include redundant power supplies. Persistent
memory 418 may be in a Redundant Array of Inexpensive
Disk drives (RAID) configuration for added reliability, and
volatile memory 416 may be or include Error-Correcting
Code (ECC) memory hardware devices. Server computer
408 may further include one or more electronic processors
410, which may be multi-core processors suitable for han-
dling large amounts of information. Electronic processors
410 are communicatively coupled to persistent memory 118,
and may execute instructions stored thereon to effectuate the
techniques disclosed herein for client computer 402, e.g., as
shown and described in reference to FIGS. 2 and 3. Elec-
tronic processors 410 are also communicatively coupled to
volatile memory 416. System 406 further includes encoding
domain name persistent memory 412 for storing encoding
domain name records separate from the DNS resource
records stored in DNS resource record persistent memory
412. Note that DNS resource record persistent memory 414
is optionally included in some embodiments.
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[0056] Although the embodiments have been described in
terms of domain names and the DNS name space, the
methods set forth may also be applied to the registration of
objects in other name spaces. For example, references herein
to “encoding domain name” may be broadened to “encoding
object identifier”, where the object identifier is specified in
in a non-DNS name space, e.g., an IP address, a social media
identifier, a Digital Object Architecture handle, a public key,
or a block chain transaction and/or address, specially defined
to be associated with a target domain name or pool. The
encoding object identifier may then be registered in the
non-DNS name space to indicate a registrant’s intent to
register a target domain name or a domain name in a pool.
As another example, references herein to “target domain
name” may be broadened to “target object identifier”, where
the object identifier is specified in such a non-DNS name
space. The encoding domain name may be registered in the
DNS name space to indicate a registrant’s intent to register
a target object identifier in the non-DNS name space.
Similarly, references to “pool” may be broadened to “class”
or “set” of objects in a non-DNS name space. (As one
example, the “set” could include applications for new top-
level domains, and the “priority” could be the order in which
applications are evaluated, or in which evaluation order is
selected.) More generally, “encoding object identifiers” in
non-DNS name spaces may be broadened to refer to “target
object identifiers” and “pools” in non-DNS name spaces.
Note that the set of object identifiers suitable as “encoding
object identifiers” may be different than the set suitable as
“target object identifiers,” given that the former may also
include various data fields such as described above. In
addition, although described such that an encoding domain
name refers to a single target domain name or pool, the
methods may be generalized such that an encoding domain
name or encoding object identifier may refer to two or more
target domain names, target identifiers, pools, classes or sets,
or a combination of two or more of any of such items.

[0057] Certain embodiments can be performed using a
computer program or set of programs. The computer pro-
grams can exist in a variety of forms both active and
inactive. For example, the computer programs can exist as
software program(s) comprised of program instructions in
source code, object code, executable code or other formats;
firmware program(s), or hardware description language
(HDL) files. Any of the above can be embodied on a
transitory or non-transitory computer readable medium,
which include storage devices and signals, in compressed or
uncompressed form. Exemplary computer readable storage
devices include conventional computer system RAM (ran-
dom access memory), ROM (read-only memory), EPROM
(erasable, programmable ROM), EEPROM (electrically
erasable, programmable ROM), and magnetic or optical
disks or tapes.

[0058] While the invention has been described with ref-
erence to the exemplary embodiments thereof, those skilled
in the art will be able to make various modifications to the
described embodiments without departing from the true
spirit and scope. The terms and descriptions used herein are
set forth by way of illustration only and are not meant as
limitations. In particular, although the method has been
described by examples, the steps of the method can be
performed in a different order than illustrated or simultane-
ously. Those skilled in the art will recognize that these and






