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(57) ABSTRACT

A registrar may determine a registration status for a domain
names. The registrar may determine whether the domain
name is in a zone file downloaded from a registry. Upon
determining that the domain name is not in the zone file, the
registrar may determine whether the domain name is in a
DNS zone file created by the registrar. Upon determining
that the domain name is not in the DNS zone file created by
the registrar, the registrar may transmit an EPP <check>
command for the domain name to the registry. The registrar
may receive a first EPP <resData> element comprising an
error indicating the domain name is available or a value
indicating the domain name is not available. Upon receiving
the value indicating the domain name is not available, the
registrar may transmit an EPP <info> command for the
domain name to the registry. The registrar may receive a
second EPP <resData> element from the registry comprising
an expiration date and a state of the domain name.
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DETERMINING STATUS OF DOMAIN NAME
REGISTRATION

FIELD OF THE INVENTION

[0001] A multipronged method that quickly and reliably
determines a registration status for each domain name in a
plurality of domain names.

SUMMARY OF THE INVENTION

[0002] The invention allows a registration status of a
domain name to be quickly and reliably determined by a
domain name registrar. In a first embodiment, particular
steps and checks are done sequentially which may minimize
unnecessary steps and saves resources of the registrar.

[0003] The registrar may start by determining whether or
not a domain name is in a zone file downloaded by the
registrar from a registry. If the domain name is in the zone
file, the domain name may be considered as registered and
the process may be stopped and/or restarted for a different
domain name.

[0004] Upon determining by the registrar that the domain
name is not in the zone file (the registration status is not
known) downloaded from the registry, the registrar may
determine whether or not the domain name is in a DNS zone
file created by the registrar. If the domain name is in the
DNS zone file created by the registrar, the domain name may
be considered registered and the process may be stopped
and/or restarted for a different domain name.

[0005] Upon determining by the registrar that the domain
name is not in the DNS zone file created by the registrar, the
registrar may transmit an Extensible Provisioning Protocol
(EPP) <check> command for the domain name to the
authoritative registry for the top level domain (TLD) of the
domain name.

[0006] In response to the EPP <check> command for the
domain name, the registrar may receive from the registry a
first EPP <resData> element comprising an error indicating
the domain name is available or a value indicating the
domain name is not available. If the first EPP <resData>
element comprises an error, the domain name may be
considered as available. The domain name may be marked
as available and the process may be stopped and/or restarted
for a different domain name. In addition, the available
domain name may be offered to a potential domain name
registrant or registrants for domain name registration.

[0007] Upon receiving by the registrar the value indicating
the domain name is not available from the registry, the
registrar may transmit an EPP <info> command for the
domain name to the registry. The registrar may receive a
second EPP <resData> element from the registry comprising
an expiration date and/or a state of the domain name. This
data may be saved for later reference. The domain name may
be marked as unavailable and the process may be stopped
and/or restarted for a different domain name.

[0008] In a second embodiment, the three steps of 1)
checking the downloaded zone file, 2) checking the registrar
created DNS zone file and 3) transmitting the EPP <check>
command for the domain name to the registry may be
concurrently performed. In addition, the step of transmitting
the EPP <info> command may also be sent to the registry
and concurrently performed with the other three steps. These
embodiments have the advantage of being very fast, but
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performing the steps concurrently uses more resources of the
registrar compared to performing these steps in sequence.
[0009] These embodiments to determine a registration
status for a domain name may be repeated for each domain
name in a plurality of domain names.

[0010] The above features and advantages of the present
invention will be better understood from the following
detailed description taken in conjunction with the accom-
panying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

[0011] FIG. 1 is a block diagram of a system that may be
used to determine a registration status for one or more
domain names.

[0012] FIGS. 2-3 are flowcharts illustrating a method that
reduces the amount of resources used to determine a regis-
tration status for one or more domain names.

[0013] FIGS. 4-7 are flowcharts illustrating a method that
reduces the amount of time used to determine a registration
status for one or more domain names.

[0014] FIG. 8 is an example of a domain name life cycle.
DETAILED DESCRIPTION
[0015] The present inventions will now be discussed in

detail with regard to the attached drawing figures that were
briefly described above. In the following description, numer-
ous specific details are set forth illustrating the Applicant’s
best mode for practicing the invention and enabling one of
ordinary skill in the art to make and use the invention. It will
be obvious, however, to one skilled in the art that the present
invention may be practiced without many of these specific
details. In other instances, well-known machines, structures,
and method steps have not been described in particular detail
in order to avoid unnecessarily obscuring the present inven-
tion. Unless otherwise indicated, like parts and method steps
are referred to with like reference numerals.

[0016] FIG. 1 is a block diagram of a system that may be
used to determine a registration status of a domain name.
While FIG. 1 only illustrates a single client device 105, a
single registry 110, a single registrar 120 to make it easier to
describe and understand the invention, it should be under-
stood that the invention may be practice as part of a larger
computer network, where any number of client devices,
registries and registrars may all be used and interconnected.
[0017] The arrows between the client device 105, registry
110, registrar 120 and Internet 130 represent one or more
computer networks. Communications and transmissions
over the computer networks may use any currently known or
developed in the future methods or protocols.

[0018] A computer network is a collection of links and
nodes (e.g., multiple computers and/or other devices con-
nected together) arranged so that information may be passed
from one part of the computer network to another part of the
computer network over multiple links and through various
nodes. Non-limiting examples of computer networks include
the Internet 130, a public switched telephone network, a
global Telex network, an intranet, an extranet, a local-area
network, a wide-area network, wired networks, wireless
networks and/or cell phone networks.

[0019] The Internet 130 is a worldwide network of hard-
ware servers and computer networks arranged to allow for
the easy and robust exchange of information between, for
example, a user (who may be a domain name registrant or



US 2017/0310636 Al

registrant 100) using a client device 105 and one or more
websites hosted on one or more hosting servers.

[0020] Hardware servers and nameservers 121 are hereby
defined to be physical machines. While hardware servers
and nameservers 121 comprise the hardware necessary to
run software, the hardware servers and nameservers 121 are
hereby defined to not be merely or only software. Hardware
servers and nameservers 121 may be, as non-limiting
examples, one or more Dell PowerEdge(s) rack server(s),
HP Blade Servers, IBM Rack or Tower servers, although
other types of hardware servers and/or combinations of other
hardware servers may also be used.

[0021] Hundreds of millions of Internet users around the
world have access to client devices connected to the Internet
130. A user may use a client device 105, such as, as
non-limiting examples, a cell phone, personal digital assis-
tant (PDA), tablet, laptop or desktop computer to access a
website or other resource via the Internet 130. Users are able
to access data at specific locations on the Internet 130
referred to as websites. Each website may consist of a single
webpage, but typically consist of multiple interconnected
and related webpages. Websites may, as a non-limiting
example, be created using HyperText Markup Language
(HTML) to generate a standard set of tags that define how
the webpages for the website are to be displayed.

[0022] Hosting providers may provide the hardware, such
as hosting servers, and infrastructure necessary to host one
or more websites, possibly for a plurality of domain name
registrants who are website operators/owners. Menus, links,
tabs, etc. may be used by a user to move between different
web pages within a website or to move to a different
webpage on a different website. The combination of all the
websites and their corresponding web pages on the Internet
130 is generally known as the World Wide Web (WWW) or
simply the Web.

[0023] Users may access websites using software known
as an Internet browser, such as MICROSOFT INTERNET
EXPLORER, GOOGLE CHROME or MOZILLA FIRE-
FOX. After the browser has located a desired webpage in a
desired website, the browser may request and receive infor-
mation regarding the webpage, typically in the form of an
HTML document, and then displays the webpage for the
user on the user’s client device. The user may view other
webpages at the same website or move to an entirely
different website using the browser.

[0024] Browsers are able to locate specific websites
because each website has a unique Internet Protocol (IP)
address. Presently, there are two standards for IP addresses.
The older IP address standard, often called IP Version 4
(IPv4), is a 32-bit binary number, which is typically shown
in dotted decimal notation, where four 8-bit bytes are
separated by a dot from each other (e.g., 64.202.167.32).
The notation is used to improve human readability. The
newer IP address standard, often called IP Version 6 (IPv6)
or Next Generation Internet Protocol (IPng), is a 128-bit
binary number. The standard human readable notation for
IPv6 addresses presents the address as eight 16-bit hexa-
decimal words, each separated by a colon (e.g., 2EDC:
BA98:0332:0000:CF8A:000C:2154:7313).

[0025] However, IP addresses, even in human readable
notation, are difficult for users to remember and use. A
domain name is easier to remember and may be associated
with an IP Address to a website on the Internet 130. A
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browser may be able to access the website on the Internet
130 through the use of the domain name and the domain
name system (DNS).

[0026] Domain names are much easier to remember and
use than their corresponding IP addresses. The Internet
Corporation for Assigned Names and Numbers (ICANN)
and the Internet Assigned Numbers Authority (IANA) create
rules and coordinate the use of over 1,000 Top-Level
Domains (TLDs). Each TLD is typically assigned a single
registry 110 to be an authoritative source of information (the
particular data stored by the registry 110 varies depending
on the TLD) for all domain names registered by the registry
110. One or more domain name registrars may register
domain names to users (domain name registrants or regis-
trants) on behalf of a registry 110.

[0027] The DNS may comprise hardware servers and files
that are cooperatively operated by different entities (such as
registries and registrars) that are preferably geographically
dispersed to minimize potential damage from natural or
intentional causes. The DNS is a hierarchical distributed
naming system for websites (and other resources) connected
to the Internet 130. The DNS is also an Internet service that
translates a domain name into an IP Address that may, for
example, point to, i.e., be the address for, a website. As an
example, a browser may transmit the domain name johndoe.
com to a nameserver of the DNS and the nameserver may
translate the domain name johndoe.com into the IP Address
of 111.222.121.123. The browser may then use the IP
Address to find the website associated with the domain name
johndoe.com.

[0028] As part of the DNS, each registry 110 may com-
prise one or more hardware servers 111 that may be used to
store and manage a DNS parent zone 112 for a TLD. The
DNS parent zone 112 may store, as non-limiting examples,
a plurality of domain names (each having the same TLD)
and associated records, where each domain name is associ-
ated with at least one nameserver.

[0029] As part of the DNS, domain name registrars (reg-
istrars) comprise one or more hardware servers and one or
more nameservers 121 and domain name registries (regis-
tries) comprise one or more hardware servers 111. Each
nameserver also comprises one or more hardware servers
that are connected to the Internet 130. The nameservers 121
are able to translate domain names into IP addresses in
response to queries from browsers.

[0030] The process for registering a domain name with
.com, .net, .org, and some other TL.Ds allows a user to use
an ICANN-accredited domain name registrar 120 to register
a domain name. For example, if a user, John Doe, wishes to
register the domain name “johndoe.com,” John Doe may
initially determine whether the desired domain name is
available by contacting a domain name registrar 120. The
user or potential domain name registrant 100 may make this
contact using the registrar’s website and typing the desired
domain name into a field on a webpage of the registrar’s
website created for this purpose.

[0031] Upon receiving a domain name or a domain name
search request from the user, the registrar 120 may ascertain
whether “johndoe.com” has already been registered. The
results of the search may be displayed on the webpage to
notify the user of the availability of the desired domain
name.

[0032] In addition to requests for potential domain name
registrants, there are other times a registrar 120 may want to
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know which domain names in a plurality of domain names
are available and which domain names in the plurality of
domain names are registered/unavailable.

[0033] FIGS. 2 and 3 illustrate a process to quickly and
reliably determine a registration status of one or more
domain names while reducing the amount of resources used
in making the determination. The strategy for this embodi-
ment is to perform the steps that are the quickest, use the
fewest resources and/or the most likely to return a definitive
answer before performing steps that are slower and/or are
less likely to return a definitive answer. In this manner, the
registration status of one or more domain names may be
quickly and reliably found while using as few resources as
possible in making the determination.

[0034] A registrar 120 may receive or download one or
more DNS parent zone 112 files, i.e., zone files created by
one or more registries. Each zone file in the plurality of zone
files comprises a plurality of registered domain names for a
single TLD. A process to determine a registration status of
a domain name may start by a registrar 120 determining
whether or not a domain name is in the zone file downloaded
from the registry 110. (Step 200)

[0035] Any domain name found in the zone file for its
TLD may be considered as registered and unavailable for
registration. If the domain name is found in the zone file, the
process may be stopped for that domain name. Data reflect-
ing that the domain name is registered may be saved and
stored in a database 123. The process may then be stopped
and possibly restarted for a different domain name.

[0036] However, any domain name not found in the zone
file may or may not be registered. This may occur, as an
example, if the domain name is registered, but a DNS entry
has not been created for the domain name in the zone file.
This may result in the domain name not being in the zone
file, but still be registered. Thus, if the domain name is not
in the zone file, its status is not definitively known and the
process is preferably continued. (Step 210)

[0037] As the registrar 120 registers domain names to
registrants, the registrar 120 may create and save a DNS
zone file 122 of registered domain names. The registrar 120
may determine whether or not the domain name is in the
DNS zone file 122 created by the registrar 120. (Step 220)
Any domain name found in the DNS zone file 122 created
by the registrar 120 may be considered as registered and
unavailable for registration. If the domain name is found in
the DNS zone file 122 created by the registrar 120, the
process may be stopped for that domain name. Data reflect-
ing that the domain name is registered may be saved and
stored in the database 123. The process may then be restarted
for a different domain name.

[0038] However, any domain name not found in the DNS
zone file 122 created by the registrar 120 may or may not be
registered. As an example, the domain name may be regis-
tered by a different registrar so that the domain name might
not be in the DNS zone file 122 created by the registrar 120,
but still be registered by the different registrar. Thus, if the
domain name is not in the DNS zone file 122 created by the
registrar 120, its status is not definitively known and the
process is preferably continued. (Step 230)

[0039] If the domain name is not in the zone file created
by the authoritative registry 110 and downloaded by the
registrar 120 and the domain name is not in the zone files
created by the registrar 120, the status of the domain name
is not definitively known. The registrar 120 may determine
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the registration status of the domain name by sending
Extensible Provisioning Protocol (EPP) commands, prefer-
ably the EPP <check> command and the EPP <info> com-
mand, to the registry 110 and receiving information (pref-
erably in the form of an EPP <resData> element) back from
the registry 110.

[0040] Specifically, the registrar 120 may transmit an EPP
<check> command for the domain name to the registry 110.
(Step 240) The registry 110 may receive the EPP <check>
command, review the records for the domain name (if any
exist) and transmit information back to the registrar 120 in
response to the EPP <check> command.

[0041] The registrar 120 may receive a first EPP <res-
Data> element comprising an error indicating the domain
name is available or a value indicating the domain name is
not available from the registry 110. (Step 300) If the first
EPP <resData> element comprises an error, the domain
name may be considered as available for registration. Data
reflecting that the domain name is available may be saved
and stored in the database 123. The domain name may be
designated as available and in some embodiments, offered to
a potential domain name registrant 100 as available for
registration.

[0042] If the registrar 120 receives a value indicating the
domain name is not available (such as registered or in the
pending delete process), the domain name may be defini-
tively considered as not available. (Step 310) The process
may be stopped and optionally restarted for a different
domain name.

[0043] In some embodiments, upon receiving a value
indicating the domain name is not available, additional
information regarding the domain name may be desired. For
example, the registrar 120 may desire to know if the domain
name is in the pending delete process and/or when the
domain name is likely to expire and become available for
registration. To receive the additional information, the reg-
istrar 120 may transmit an EPP <info> command for the
domain name to the registry 110. (Step 320)

[0044] The registry 110 may receive the EPP <info>
command for the domain name and review the records (if
they exist) associated with the domain name. The registry
110 may then transmit a second EPP <resData> element to
the registrar 120 for the domain name.

[0045] The registrar 120 may receive the second EPP
<resData> element from the registry 110. The EPP <res-
Data> may comprise an expiration date and a state of the
domain name. (Step 330) The registrar 120 may calculate a
date the domain name may become available and store the
date/information in the database 123. (Step 340)

[0046] FIG. 8 illustrates a non-limiting example of a
domain name life cycle. The EPP <resData> element pref-
erably reflects, indicates or states where the domain name is
in the domain name life cycle. Each TLD has rules, gener-
ally created and enforced by the registry 110 authoritative
for the TLD, regarding the life cycle of the domain names
that have that particular TLD. The rules may be different for
different TLDs and the rules may even be different for the
same TLD over time. In addition, the EPP <resData>
element may comprise different data formats for different
registries.

[0047] The life cycle of a domain name will now be
discussed with reference to FIG. 8. Most domain names start
out as an available domain name. (Step 800) The available
domain name may be initially registered for some number of
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years, often limited to between one and 10 years in yearly
increments. The domain name may thereafter be reregistered
for any number of additional time periods (which may, as an
example, also be limited to between one and 10 years in
yearly increments). In effect, this allows the domain name
registrant 100 to keep the domain name perpetually regis-
tered if so desired by continuing to reregister the domain
name for additional registration periods. While registered,
the domain name is considered active. (Step 810) The
domain name will typically be in the DNS parent zone and
the DNS zone file while the domain name is registered/
active.

[0048] If the initial registration period or a subsequent
registration period expires and the domain name is not
reregistered, the domain name may enter a grace period as
defined by the registry 110. As a typical example, the grace
period may last between zero and 45 days. In the embodi-
ment illustrated in FIG. 8, the grace period lasts for 19 days.
(Step 820) The registrant 100 typically may reregister the
domain name during the grace period with no or only a small
additional fee. Depending on the TLD, the domain name
may or may not be in the DNS parent zone 112 or the DNS
zone file 122 during the grace period.

[0049] If the domain name is not reregistered during the
grace period, the domain name may enter a redemption
period (also known as a redemption grace period) as defined
by the registry 110. As an example, the redemption period
may last up to 30 days. In the embodiment illustrated in FIG.
8, the redemption period lasts 23 days. (Step 830) The
registrant 100 typically may reregister the domain name
during the redemption period, but with a fee that is typically
larger than the fee imposed (if any) during the grace period.
The domain name is typically not in the DNS parent zone
112 or the DNS zone file 122 during the redemption period.

[0050] If the domain name is not reregistered during the
redemption period, the domain name registrant 100 will
typically lose all rights to the domain name and the registrar
120 may auction the domain name or allow the domain name
to go into a pending delete period or pending drop as defined
by the registry 110. (Step 840) The pending delete period or
pending drop is decided by the registry 110 and is typically
five days. After the five days, the domain name may once
again be considered available for registration. During the
Pending delete period or pending drop the domain name is
not in the DNS parent zone 112 or the DNS zone file 122.

[0051] FIGS. 4-6 illustrate another process to quickly and
reliably determine a registration status of one or more
domain names that more fully utilizes the available
resources of the registrar 120. The strategy for this embodi-
ment is to concurrently perform several processes so that
even if the definitive answer only comes from the slowest
step, the slowest step will be started, along with all the other
concurrently performed processes, as early as possible. This
embodiment may find the answer more quickly than the
embodiment illustrated in FIGS. 2-3, but may also use more
resources of the registrar 120.

[0052] In this embodiment, three processes are concur-
rently performed. (Step 400) First, a registrar 120 deter-
mines whether or not a domain name is in a zone file
downloaded by the registrar 120 from a registry 110. (Step
200) Second, the registrar 120 determines whether or not the
domain name is in a DNS zone file 122 created by the
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registrar 120. (Step 220) And third, the registrar 120 trans-
mits an EPP <check> command for the domain name to the
registry 110. (Step 240)

[0053] The three above described processes are hereby
defined to be concurrently performed if the three processes
are started at substantially the same time or in rapid suc-
cession, the three processes are started without waiting for
the results of the other processes and there is at least some
time period when all three processes are being actively
performed. The three processes may take substantially dif-
ferent amounts of time to complete, but are still considered
being concurrently performed if the three processes meet the
other conditions.

[0054] The registry 110 may receive the EPP <check>
command, review the records for the domain name (if any
exist) and transmit a first EPP <res Data> element compris-
ing an error indicating the domain name is available or a
value indicating the domain name is not available back to the
registrar 120 in response to the EPP <check> command. The
registrar 120 may receive from the registry 110 the first EPP
<resData> element. (Step 300)

[0055] The results of the three concurrently performed
processes may be analyzed in any order, but are preferably
analyzed as the results are received or on the basis of which
is the most likely to give a definitive answer regarding the
registration status of the domain name. As an example, the
results of the three concurrently performed processes are
performed in the order of Step 500, Step 510 and then Step
520 in FIG. 5, but may be concurrently performed, per-
formed as the results are received or may be performed in
any other desired order.

[0056] Any domain name found in the zone file for its
TLD downloaded from the registry 110 may be considered
as registered and unavailable for registration. If the domain
name is found in the zone file, the process may be stopped
for that domain name. Data reflecting that the domain name
is registered may be saved and stored in the database 123.
The process may then be stopped and/or restarted for a
different domain name.

[0057] However, any domain name not found in the zone
file may or may not be registered. As an example, the
domain name may be registered, but if a DNS entry has not
been created for the domain name in the zone file, the
domain name might not be in the zone file, but still be
registered. Thus, if the domain name is not in the zone file
downloaded from the registry 110, the domain name’s status
is not definitively known and the process is preferably
continued. (Step 210)

[0058] Any domain name found in the DNS zone file 122
created by the registrar 120 may be definitively considered
as registered and unavailable for registration. If the domain
name is found in the DNS zone file 122 created by the
registrar 120, the process may be stopped for that domain
name. Data reflecting that the domain name is registered
may be saved and stored in the database 123. The process
may then be restarted for a different domain name.

[0059] However, any domain name not found in the DNS
zone file 122 created by the registrar 120 may or may not be
registered. As an example, the domain name may be regis-
tered by a different registrar so that the domain name might
not be in the DNS zone file 122 created by the registrar 120,
but still be registered by the different registrar. Thus, if the
domain name is not in the DNS zone file 122 created by the
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registrar 120, its status is not definitively known and the
process is preferably continued. (Step 230)

[0060] If the first EPP <resData> element comprises an
error, the domain name may be considered as available for
registration. Data reflecting that the domain name is avail-
able may be saved and stored in the database 123. The
domain name may be designated as available and in some
embodiments, offered to a potential domain name registrant
100 as available for registration. The process may be
restarted for a different domain name.

[0061] Referring to FIG. 7, the registrar 120 may transmit
the domain name to a client device 105 as an available
domain name that may be selected and registered. (Step 700)
If selected by a domain name registrant 100, the registrar
120 may register the domain name to the domain name
registrant 100. (Step 710) The process may then be repeated
for additional domain names. (Step 720)

[0062] If the registrar 120 receives a value indicating the
domain name is not available (such as registered or in the
pending delete process), the domain name may be consid-
ered as not available. (Step 310) The process may be stopped
and/or optionally restarted for a different domain name.
[0063] In some embodiments, upon receiving a value
indicating the domain name is not available, additional
information regarding the domain name may be desired. For
example, the registrar 120 may desire to know if the domain
name is in the pending delete process and/or when the
domain name is likely to expire and become available for
registration. To receive the additional information, the reg-
istrar 120 may transmit an EPP <info> command for the
domain name to the registry 110. (Step 320)

[0064] The registry 110 may receive the EPP <info>
command for the domain name and review the records (if
they exist) associated with the domain name. The registry
110 may then transmit a second EPP <resData> element to
the registrar 120 for the domain name.

[0065] The registrar 120 may receive the second EPP
<resData> element from the registry 110. The second EPP
<resData> may comprise an expiration date and a state of the
domain name. (Step 330) The registrar 120 may calculate a
date the domain name may become available and store the
date/information in a database 123. (Step 340)

[0066] Once a domain name is registered to the registrant
100, the registrant 100 may desire to have the domain name
point to a website owned and operated by the registrant 100.
This allows a user to enter the domain name into a browser
and then enables the browser to access the content on the
website pointed to by the domain name.

[0067] The described processes may be repeated for a
plurality of domain names to determine which domain
names in the plurality of domain names are available and
which domain names in the plurality of domain names are
registered or unavailable. (Step 720)

[0068] Other embodiments and uses of the above inven-
tions will be apparent to those having ordinary skill in the art
upon consideration of the specification and practice of the
invention disclosed herein. It should be understood that
features listed and described in one embodiment may be
used in other embodiments unless specifically stated other-
wise. The specification and examples given should be con-
sidered exemplary only, and it is contemplated that the
appended claims will cover any other such embodiments or
modifications as fall within the true scope of the invention.
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The invention claimed is:

1. A system, comprising:

a registrar comprising a plurality of hardware servers, a
plurality of hardware databases, a plurality of dedicated
Internet connections to a registry and general Internet
connections configured to register a plurality of domain
names to a plurality of domain name registrants and to:
determine whether or not a domain name is in a zone

file, wherein the zone file is downloaded by the
registrar from the registry; and
upon determining that the domain name is not in the
zone file:
determine whether or not the domain name is in a
DNS zone file created by the registrar,
upon determining that the domain name is not in the
DNS zone file created by the registrar:
transmit an Extensible Provisioning Protocol
(EPP) <check> command for the domain name
to the registry,
receive from the registry a first EPP <resData>
element comprising an error indicating the
domain name is available or a value indicating
the domain name is not available, and
upon receiving the value indicating the domain
name is not available:
transmit an EPP <info> command for the
domain name to the registry, and
receive from the registry a second EPP <res-
Data> element comprising an expiration date
and a state of the domain name.

2. The system of claim 1, wherein the registrar is further

configured to:

determine whether or not a second domain name is in the
zone file downloaded by the registrar from a registry;
and

upon determining that the second domain name is in the
zone file, store data in a database in the plural of
hardware databases indicating the second domain name
is registered.

3. The system of claim 1, wherein the registrar is further

configured to:

determine whether or not a second domain name is in a
zone file downloaded by the registrar from the registry;
and

upon determining that the second domain name is not in
the zone file:
determine whether or not the second domain name is in

the DNS zone file created by the registrar, and
upon determining that the second domain name is in the
DNS zone file created by the registrar, store data in
a database in the plurality of hardware databases
indicating the second domain name is registered.

4. The system of claim 1, wherein the registrar is further

configured to:

determine whether or not a second domain name is in the
zone file downloaded by the registrar from the registry;
and

upon determining that the second domain name is not in
the zone file:
determine whether or not the second domain name is in

the DNS zone file created by the registrar,
upon determining that the second domain name is not
in the DNS zone file created by the registrar:
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transmit a second EPP <check> command for the
second domain name to the registry,

receive from the registry a third EPP <resData>
element comprising an error indicating the second
domain name is available or a value indicating the
second domain name is not available, and

upon receiving the error indicating the second
domain name is available, transmit by the registrar
the second domain name to the client device as an
available second domain name that may be
selected and registered.

5. The system of claim 1, wherein the registrar is further
configured to store in a database in the plurality of hardware
databases the expiration date and the status of the domain
name in a database.

6. The system of claim 1, wherein the registrar is further
configured to determine an availability for each domain
name in a plurality of domain names.

7. A method, comprising the steps of:

concurrently performing the steps of:

determining by a registrar whether or not a domain
name is in a zone file downloaded by the registrar
from a registry,

determining by the registrar whether or not the domain
name is in a DNS zone file created by the registrar,
and

transmitting by the registrar an Extensible Provisioning
Protocol (EPP) <check> command for the domain
name to the registry;

receiving by the registrar from the registry a first EPP

<resData> element comprising an error indicating the
domain name is available or a value indicating the
domain name is not available; and

upon determining by the registrar that the domain name is

not in the zone file and upon determining by the
registrar that the domain name is not in the DNS zone
file created by the registrar and upon receiving by the
registrar the value indicating the domain name is not
available:
transmitting by the registrar to the registry an EPP
<info> command for the domain name, and
receiving by the registrar from the registry a second
EPP <resData> element comprising an expiration
date and a state of the domain name.

8. The method of claim 7, further comprising the steps of:

concurrently performing the steps of:

determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,

determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and

transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-
try;

receiving by the registrar from the registry a third EPP

<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and

upon determining by the registrar that the second domain

name is in the zone file, storing data indicating the
second domain name is registered.
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9. The method of claim 7, further comprising the steps of:
concurrently performing the steps of:
determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,
determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and
transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-
try;
receiving by the registrar from the registry a third EPP
<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and

upon determining by the registrar that the second domain

name is in the DNS zone file created by the registrar,
storing data indicating the second domain name is
registered.

10. The method of claim 7, further comprising the steps
of:

concurrently performing the steps of:

determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,

determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and

transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-
try;

receiving by the registrar from the registry a third EPP

<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and

upon receiving by the registrar the error indicating the

second domain name is available, transmitting by the
registrar the second domain name to a client device as
an available domain name that may be selected and
registered.

11. The method of claim 7, further comprising the step of
storing the expiration date and the status of the domain name
in a database.

12. The method of claim 7, further comprising the step of
repeating the method of claim 1 for each domain name in a
plurality of domain names.

13. A method, comprising the steps of:

concurrently performing the steps of:

determining by a registrar whether or not a domain
name is in a zone file downloaded by the registrar
from a registry,

determining by the registrar whether or not the domain
name is in a DNS zone file created by the registrar,
and

transmitting by the registrar an Extensible Provisioning
Protocol (EPP) <check> command for the domain
name to the registry;

receiving by the registrar from the registry a first EPP

<resData> element comprising an error indicating the
domain name is available or a value indicating the
domain name is not available; and

upon determining by the registrar that the domain name is

not in the zone file, upon determining by the registrar
that the domain name is not in the DNS zone file
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created by the registrar and upon receiving by the
registrar the error indicating the domain name is avail-
able, transmitting by the registrar the domain name to
a client device as a first available domain name that
may be selected and registered.
14. The method of claim 13, further comprising the steps
of:
concurrently performing the steps of:
determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,
determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and
transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-
try;
receiving by the registrar from the registry a second EPP
<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and
upon determining by the registrar that the second domain
name is in the zone file, storing data indicating the
second domain name is registered.
15. The method of claim 13, further comprising the steps
of:
concurrently performing the steps of:
determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,
determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and
transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-

try;
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receiving by the registrar from the registry a second EPP
<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and
upon determining by the registrar that the second domain
name is in the DNS zone file created by the registrar,
storing data indicating the second domain name is
registered.
16. The method of claim 13, further comprising the steps
of:
concurrently performing the steps of:
determining by the registrar whether or not a second
domain name is in the zone file downloaded by the
registrar from the registry,
determining by the registrar whether or not the second
domain name is in the DNS zone file created by the
registrar, and
transmitting by the registrar a second EPP <check>
command for the second domain name to the regis-
try;
receiving by the registrar from the registry a second EPP
<resData> element comprising an error indicating the
second domain name is available or a value indicating
the second domain name is not available; and
upon receiving by the registrar the error indicating the
second domain name is available, transmitting by the
registrar the second domain name to the client device as
a second available domain name that may be selected
and registered.
17. The method of claim 13, further comprising the step
of registering the domain name to a user of the client device.
18. The method of claim 13, further comprising the step
of repeating the method of claim 1 for each domain name in
a plurality of domain names.
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